asymmetric keys Czech company with over 25 years of experience
+  Regularly audited by organizations (NIS, PCI DSS...) in the field of secure digital identity and payments.
* QSCD standard support
* Most advanced cryptography Our customers are major organizations from the ¢k
Czech Republic and more than 20 other countries.

]

3in-house developed Multi-factor PFO|D
Authentication methods

« Choose [ combine HW [ SW

«  Online [ offline option

« Contactless use case support

;1.‘177

Login to the application

3¢ Verifying...

Electronic signature [ seal

« Smart card, USB token

* QSCD card server bulk-sealing solution
+ Remote Signing via mobile method

One management platform for all methods Are you interested in our solution._,

«  Suitable for non-IT employees (Wizard-based)
«  Predefined lifecycle processes Let us know.

+ Flexible with customer requirements in the long run

info@proid.tech

own development [ control

« New features based on customer's /
partner’s feedback

*  White-label ready

« Solves the complete employee “daily routine” +420 577110 411

Secure Digital Identity
for Organisations

On-premise deployment www.proid.tech
« Oftenrequired by e.g. Critical Infrastructure

+  Fall back [ Emergency [ Island mode

+ European funds

solutions by MONET + solutions by MONET +

Unique Selling Points ProlD solutions P r O I D
by MONET+
Top security level ProlD is a modular Enterprise Security platform
«  HW-created/stored/non-exportable fully developed by MONET+, which is an established




ProlD platform

ProlD is a modular Enterprise Security platform
—focusing on both Workforce & Technical Identity.

It provides protection for over170.000 users

and 180 organizations from various verticals (banking & finance,
healthcare, manufacturing, governmental organizations,
utilities, etc.).

Users benefit from ourin-house developed & secure tools that
provide strong security in the fields of:

multifactor authentication into various systems
and applications

electronic signatures and seals up to qualified level

physical access & device control

Technological units are managed by multiple PKI-based
modules providing complex:

Certificate Lifecycle Management

Key Management System

www.proid.tech

What does ProlD offer?

@ Workforce Identity

— Tools for multi-factor authentication,

identification, physical access, device control
electronic signature and seal:

Smart cards

Mobile authentication app

USB token accompanied by mobile app

Technical Identity

— Building Certification Authorities (PKI)
—> Certificate Lifecycle Management (CLM)

— Cryptographic Key Management (KMS)
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